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Abstract

As a major building block of IoT, Low Power and Lossy Network (LLN) that consists of a set of resource-constrained nodes in terms of communication, computation, memory, and energy plays an essential role in the realization of ubiquitous computing and communication paradigm. In spam DIS attack, a malicious node multicasts a large number of DODAG Information Solicitation (DIS) messages with different fictitious identities to cause the legitimate nodes to restart the Trickle algorithm and broadcast an excessive number of DODAG Information Object (DIO) messages, which drain down the energy resource of legitimate nodes, and finally make the legitimate nodes suffer from denial of service.

Spam DIS Attack

- **In Spam DIS attack**, the malicious node multicasts a large number of DODAG Information Solicitation (DIS) messages with different fictitious identities.
  - Primarily targets the vulnerability of DIO transmission mechanism in RPL by violating an implicit assumption.
  - Legitimate nodes restart the Trickle algorithm and broadcast an excessive number of DODAG Information Object (DIO) messages.
  - Legitimate nodes drain resources by broadcasting messages.
  - Legitimate nodes are unable to communicate and suffer from denial of service.

Trickle Algorithm

- A density aware local communication primitive with an underlying consistency model to guide the message transmissions.
- The emission rate of DIO messages is dynamically adjusted according to the stability of routing information.

Experimental Study

- **Spam DIS Attack** is evaluated through extensive simulation experiments using Contiki Cooja and OMNET++.
- The performance of energy consumption against spam DIS message injection rate and elapsed simulation time.
- The performance of node lifetime and number of generated DIO packets against spam DIS message injection rate and elapsed simulation time.

Future Work

- Develop a monitor-based detection scheme to efficiently mitigate the spam DIS attack.
- Conduct extensive simulation experiments through Contiki Cooja and OMNET++ to evaluate the performance of the proposed scheme.
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